POLITICA DE CONFIDENTIALITATE
AL ORGANIZATIEI DE CREDITARE NEBANCARA "IUTE CREDIT”S.R.L.

in vigoare din: 05.01.2026

Organizatia de creditare nebancara "IUTE CREDIT "S.R.L., cod de inregistrare 1008600026223, sediul
si adresa de inregistrare: mun. Chisindu bd. Stefan cel Mare si Sfint, 182, et.5 e-mail: dpo@iutecredit,
info@iutecredit.md, ("Compania" sau "Operatorul"), colecteazd si prelucreaza datele cu caracter personal ale
persoanelor fizice, potentialilor clienti, clientiiai Companiei, pértile contractante subiectilor ai datelor cu caracter
personal, (in continuare Subiect). Compania este o organizatie de creditare nebancara inregistrata in Registru conform
legii privind organizatiile de creditare nebancara, conform Certificatului Ne 072 din 25 martie 2019. Compania isi asuma
responsabilitatea de a avea grija si de a proteja datele personale ale subiectilor ai datelor cu caracter personal, de a

respecta legislatia aplicabila in domeniul confidentialitatii si protectiei datelor cu caracter personal.

Prin aceastd Politicd de confidentialitate ("Politica” sau "Politica de confidentialitate"), Compania prezinta
modul 1n care colecteaza si utilizeaza datele cu caracter personal al Subiectilor. Politica descrie ce metode sunt utilizate
si in ce scopuri Compania, respectiv furnizorii nostri de servicii, prelucreaza informatiile colectate de la si despre Subiect
pentru a oferi serviciile sale si a incheia contracte, inclusiv contracte de credit nebancar la fata locului la sediul
Companiei, prin partenerii Companiei sau atunci cand Subiectul viziteaza sau utilizeazaserviciile Companiei prin
intermediul site-ului www.iutecredit.md ("Pagina web") si/sau prin intermediul telefonului de asistenta pentru clienti
022-801-500 ("Telefonul de asistenti pentru clienti") si/sau Mylute App (denumit in continuare ("Mylute”) sau orice
alte canale pe care le poate pune la dispozitie, inclusiv furnizarea serviciilor Companiei prin intermediul unor terte parti
(denumite in continuare impreuna "Canale disponibile).

Prezenta politica reflecta si drepturile persoanelor vizate, precum si drepturile si obligatiile Companiei.

Important!

Cititi cu atentie aceastd politica. Aceasta ofera informatii importante despre modul in care sunt prelucrate datele cu
caracter personal si explicd drepturile subiectilor ai datelor cu caracter personal. Prezenta Politicd nu are ca scop
modificarea termenilor si conditiilor oricdrui acord incheiat cu Compania si nici a drepturilor pe care Subiectul le are n
conformitate cu legislatia aplicabild privind protectia datelor cu caracter personal.

Compania NU furnizea zaservicii persoanelor cu varsta sub 18 ani.
Daci aveti varsta sub 18 ani, va rugdm s nu furnizati datele cu caracter personal.

Vi rugiam sa ne ajutati sa pastram datele dvs. cu caracter personal actualizate la zi, informandu-ne cu privire la
orice modificare a datelor dvs. cu caracter personal.

Prin furnizarea datelor dvs. cu caracter personal sau prin utilizarea canalelor disponibile, Subiectul 1si manifesta
increderea fatd de Companie si accepta in mod voluntar termenii si conditiile prezentei Politici de confidentialitate.

1. OPERATOR

1.1 Fiecare operator este responsabil pentru prelucrarea corecta si legald a datelor cu caracter personal pe care le-
a obtinut in mod legal despre subiectul datelor cu caracter personal.

1.2 Operatorii comuni au Incheiat un acord comun care reglementeaza responsabilitatile fiecarei parti conform
cerintelor Regulamentului general privind protectia datelor.
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1.3

Organizatia de creditard nebancara "IUTE CREDIT "S.R.L. supravegheaza procesarea operationala, in timp
ce Iute Group AS asigurd supravegherea strategicd si asigura conformitatea. Ambele parti impartasesc
responsabilitatea pentru drepturile si securitatea persoanelor vizate.

Operatorii comuni de date sunt Organizatia de creditard nebancard "IUTE CREDIT "S.R.L. si Iute Group AS
(denumite in continuare Impreuna "Operatorul de date"):

O.C.N.”IUTE CREDIT”S.R.L., cod de inregistrare 1008600026223

Adresa: Persoana de contact (responsabil de protectia datelor)

pentru orice comentarii, intrebiri sau neclaritati:

Mun. Chisindu, bd. Stefan cel Mare si Sfint,182, et.5 Victor Ursu,

e-mail: legal@iutecredit.md, dpo@jiutecredit.md

IuteCredit Europe AS, cod de inregistrare 11551447

Adresa: Persoana de contact ( functionarul nostru responsabil

de protectia datelor) pentru orice comentarii, intrebari
sau neclaritati:

Maakri tn 19/1, Tallinn, 10145, Estonia Carol Annuk

e-mail: dpo@iutecredit.com

TERMENI SI DEFINITII UTILIZATE
“Grup” - IuteCredit Europe AS si companiile sale afiliate.

“Operator de date” - persoana fizica sau juridica, autoritatea publicd, agentia sau alt organ care, individual
sau Tmpreuna cu alte persoane, determina scopurile si mijloacele de prelucrare a datelor cu caracter personal.

»Consimtimantul subiectului de date cu caracter personal” — manifestare de vointd libera, specifica,

informata si lipsitd de ambiguitate a subiectului de date prin care acesta accept, printr-o declaratie sau printr-
o actiune fard echivoc, ca datele cu caracter personal care il privesc sa fie prelucrate.

“Date cu caracter personal” — orice informatie referitoare la o persoana fizicd identificata sau identificabila
(subiect al datelor cu caracter personal). Persoana identificabila este persoana care poate fi identificata, direct
sau indirect, prin referire la un numar de identificare sau la unul ori mai multe elemente specifice identitatii
sale fizice, fiziologice, psihice, economice, culturale sau sociale.

“Prelucrarea datelor cu caracter personal” — orice operatiune sau serie de operatiuni care se efectueaza
asupra datelor cu caracter personal prin mijloace automatizate sau neautomatizate, cum ar fi colectarea,
inregistrarea, organizarea, stocarea, pastrarea, restabilirea, adaptarea ori modificarea, extragerea, consultarea,
utilizarea, dezvaluirea prin transmitere, diseminare sau in orice alt mod, alaturarea ori combinarea, blocarea,

stergerea sau distrugerea.

“Depersonalizarea datelor” — modificarea datelor cu caracter personal astfel incit detaliile privind
circumstantele personale sau materiale sa nu mai permita atribuirea acestora unei persoane fizice identificate
sau identificabile ori sd permitd atribuirea doar in conditiile unei investigatii care necesita cheltuieli
disproportionate de timp, mijloace si forta de munca.

»Anonimizarea datelor cu caracter personal” — prelucrarea datelor cu caracter personal in asa fel incat
datele cu caracter personal sa fie modificate astfel incat persoana vizata sa nu mai poata fi identificata direct
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3.6

3.7

sau indirect, fie de catre operatorul de date singur, fie in colaborare cu orice alta parte. Datele anonimizate nu
constituie date personale.

2.1.1 ,,Regulament” — Regulamentul general privind protectia datelor (UE) 2016/679

PRINCIPII GENERALE DE PRELUCRARE A DATELOR CU CARACTER PERSONAL.

Compania prelucreaza datele cu caracter personal in conformitate cu legislatia aplicabild, inclusiv Legea
privind protectia datelor cu caracter personal, Legea privind institutiile de credit nebancare, Legea privind
prevenirea spalarii banilor si finantarii terorismului, aceasta politica, contractele incheiate cu Subiectul.

Compania prelucreaza datele cu caracter personal intr-un mod fiabil si confidential. Compania respecta
dreptul fiecérei persoane la protectia datelor cu caracter personal si va depune toate eforturile pentru a asigura
ca datele cu caracter personal colectate sunt bine protejate, prin evaluarea in mod regulat a riscurile asociate
si va aplica strategii de atenuare corespunzatoare pentru a reduce riscurile.

Protectia datelor este o parte integrantd a serviciilor oferite de Companie. Compania se va asigura ca angajatii
cunosc si respectd cerintele privind protectia datelor. Astfel, instruieste si pregateste angajatii In acest
domeniu si le solicita sa respecte cerintele de confidentialitate.

Compania prelucreaza datele cu caracter personal in mod legal si deliberat. Sunt stabilite obiective clare
pentru Prelucrarea datelor cu caracter personal si prelucrarea se va efectua numai in aceste scopuri. Compania
are dreptul de a elimina/sterge sau de a utiliza alte modalitati de a face ilizibile datele/documentele care sunt
prezentate si care nu sunt necesare pentru furnizarea serviciilor.

Compania prelucreaza datele cu caracter personal intr-un mod transparent si corect. Asigura o modalitate
corespunzatoare, sigurd, onesta si legala de prelucrare a datelor pentru a preveni divulgarea neautorizata sau
utilizarea necorespunzatoare a acestora.

Compania va stoca datele cu caracter personal pe perioada in care pastrarea datelor este impusa de lege sau
de contract sau este necesard pentru furnizarea serviciilor sale si/sau pentru interesul legitim. La sfarsitul
perioadei de pastrare, Compania va sterge definitiv datele cu caracter personal sau le va depersonaliza.

Compania va face tot posibilul pentru a se asigura cé datele personale pe care le proceseaza sunt exacte si
limitate la ceea ce este necesar.

MODUL iN CARE COMPANIA COLECTEAZA DATELE CU CARACTER PERSONAL
4.1 Compania poate colecta si prelucra datele cu caracter personal in urmétoarele cazuri:

4.1.1 Daca clientul contacteaza Compania, prin oricare dintre canalele disponibile, pentru a solicita informatii
despre produsele si serviciile oferite;

4.1.2 Daca clientul viziteaza si foloseste Website-ul Companiei sau aplicatia Mylute;

4.1.3 Daca clientul furnizeaza datele personale sau ale persoanelor de contact sau ale reprezentantilor atunci
cand solicitd un credit prin oricare dintre Canalele disponibile ale Companiei;

4.1.4 In cazul in care, pentru anumite date, legea impune un consimtamant scris, consimtamantul va fi obtinut
de la, fie la sediul Companiei, fie la sediul partenerilor Companiei, fie in cazul canalelor puse la dispozitie in
format electronic, prin bifarea casutei (casutelor) corespunzatoare, caz in care consimtdmantul este considerat
echivalent cu un consimtamant scris;

4.1.5 Prin intermediul unor cercetdri in registrele publice, cum ar fi Birourile de credit, Agentia de Servicii
Publice, Casa Nationald de Asigurari de Sanatate etc.;

4.1.6 Daca datele clientului sunt disponibile in cadrul si pe durata unui contract de furnizare a serviciilor de
catre Companie;



4.1.7 Daca clientul raspunde la campaniile de marketing direct, de exemplu, prin completarea unui chestionar

sau prin transmiterea datelor in format electronic;

4.1.8. Daca alte entitati juridice, inclusiv parteneri, fac un transfer permis al datelor cu caracter personal
catre Companie.

5. CARE SUNT DATELE CU CARACTER PERSONAL PE CARE COMPANIA LE COLECTEAZA

5.1 Compania prelucreaz datele cu caracter personal privind identitatea clientului/potentialului client si alte date
necesare 1n scopul incheierii si executarii unui contract de credit nebancar sau a oricarui alt contract, pentru
indeplinirea cererilor, petitiilor, solicitarilor, reclamatiilor clientului., precum si in scopul indeplinirii
obligatiilor legale, aceasta prelucrare fiind obligatorie pentru indeplinirea acestor obiective. Fara aceste date,
ar fi imposibil furnizarea serviciilor Companiei in conditii legale. in cazul in care potentialul client refuzi
furnizarea datelor de identificare, Compania, nu va putea incheia un contract pentru serviciul solicitat.

5.2 Urmatoarele categorii de date cu caracter personal pot fi colectate direct de la potentialii clienti sau al
reprezentantului sau persoanei de contact:

Informatii Numele deplin, sexul, codul personal de identificare, data nasterii, capacitatea
personale de rambursare a creditului, nationalitatea si cetatenia, precum si datele istorice
care ar putea fi stocate ca urmare a interactiunilor anterioare. Numele
persoanei de contact indicate de client/potentialul client, care nu este un
garant, inclusiv datele obtinute despre persoana de contact in timpul
verificarilor, in cazul in care aceste date au fost colectate intr-o bazi de date.
Numele deplin, codul personal de identificare, adresa, numarul de telefon si
alte date ale reprezentantului specificat in procura, in cazul in care o terta
persoana este autorizata sa reprezinte in fata Companiei.

Detalii despre | Tipul de document al clientului/potentialului client sau al reprezentantilor
documente acestora, tara emitentd, numarul, data expirarii, informatiile integrate in
codurile de bare ale documentului (pot varia in functie de document) si
elementele de securitate.

Date de identificare | Fotografii, inregistrari video si audio, fotografii facute de client/potentialul
faciali client sau de reprezentantul clientului/potentialului client si documente si
inregistrari video si audio in cadrul procesului de verificare.

Detalii de contact Adresa  clientului/potentialului  client sau a  reprezentantilor
clientului/potentialului client, adresa de e-mail, numerele de telefon (de
contact).

Date tehnice Datele de semnatura ale dispozitivului clientului/potentialului client sau ale

reprezentantilor clientului/potentialului client, inclusiv, dar fara a se limita la
informatii despre data, ora si activitatea clientului/potentialului client sau a
reprezentantilor clientului/potentialului client pe canalele disponibile ale
Companiei, adresa IP, cookie-urile pe care clientului/potentialului client sau

reprezentantul le acceptd si numele de domeniu, atributele software si




hardware, precum si locatia geograficd generald a clientului/potentialului
client (de exemplu, oras, tard).

Date disponibile in

Informatii cu privire la faptul ca clientul/potentialul client este o persoana

mod public expusa politic (PEP) si verificari In listele publice de sanctiuni si de urmarire,
de exemplu.

Date privind | Locul de muncd (de exemplu, vechimea in muncd, functia, profesia,

solvabilitatea si/sau | remuneratia, datele angajatorului, inclusiv codul de inregistrare, adresa,

serviciile | de | telefonul, sectorul, industria), venitul asigurabil, alte venituri, veniturile si

gestionare o cheltuielile lunare totale, statutul proprietatii, contributiile la asigurarile de

creditelor sanatate, istoricul de credit, inclusiv date privind alte contracte de inchiriere
sau de credit de la birourile istorie de credit.

Date privind | Numdrul unic al clientului/potentialului client generat de Companie;

identitatea contractul (contractele) unic(e) sau un numar de contract generat la incheierea

economici unui contract de credit nebancar sau a oricarui alt contract; datele colectate in

cadrul monitorizarii continue conform cerintelor de cunoastere a clientului si
de cunoastere a partenerului (posibile ramburséri de la terti si tranzactii
suspecte) informatii despre metoda (metodele) aleaséd(e) de utilizare a unui
credit nebancar (de ex.- transfer bancar, numerar); rambursdrile pe care
clientul le-a efectuat, care sunt scadente si care devin exigibile in viitor in
conformitate cu contractul credit nebancar in vigoare; detaliile cardului de
credit sau de debit ale clientului (in cazul in care se alege sa fie rambursat
creditul nebancar (creditele) prin debit direct), numarul contului bancar sau
alte informatii bancare si de plata legate de tranzactiile efectuate in beneficiul
Companiei.

Date de comunicare

Datele referitoare la vizitele pe pagina web a Companiei si comunicarea prin
intermediul oricarui alt canal disponibil, inregistrarile vizuale si/sau audio
colectate atunci cand sunt vizitate oficiile secundare a Companiei si alte locuri
in care Compania ofera servicii si atunci cand se comunica cu reprezentantii
Companiei prin telefon, precum si orice alte date colectate prin e-mail,
mesaje, retele sociale si alte modalitati de comunicare.

in plus, metadatele comportamentale si tehnice anonimizate sunt colectate
prin SDK-uri Incorporate in aplicatii. Acestea includ tipul de dispozitiv,
sistemul de operare, setarile de limba, datele de retea (de exemplu, adresa IP,
tipul de retea), modelele de utilizare a aplicatiilor si valorile de implicare.
Metadatele comportamentale, cum ar fi durata sesiunii, navigarea pe ecran si
tendintele de interactiune, sunt procesate statistic fara identificare personala.

DE CE SI DIN CE MOTIVE SUNT PRELUCRATE DATELE CU CARACTER PERSONAL

Principalele scopuri pentru care Compania prelucreaza datele sunt stabilirea de relatii cu clientii, executarea

si Incetarea contractelor de credit nebancar, indeplinirea obligatiei de diligenta prevazuta de lege, furnizarea
unui serviciu mai bun pentru clienti, furnizarea ofertelor catre clienti, analizarea gradului de utilizare a
serviciilor si elaborarea unor noi servicii.



6.2

6.3

De asemenea, Compania prelucreaza date cu caracter personal in scopuri de sigurantd, marketing si/sau
analitice, pentru a oferi produse si servicii de prima clasa acum si in viitor, pe baza interesului legitim sau a
Consimtamantului, oricare este aplicabil pentru acea activitate de prelucrare specifica.

Datele cu caracter personal sunt prelucrate in urmatoarele scopuri si din urmatoarele motive:

Scopurile prelucrarii

Temeiuri juridice pentru prelucrare

Compania decide daca si in ce conditii sa stabileasca
o relatie cu un client sau sa incheie contracte
specifice si in ce conditii sa furnizeaza serviciile.

Executarea unui acord sau punerea in aplicare a
unor masuri precontractuale sau indeplinirea unei
obligatii legale.

Legea privind contractele de credit de consum

Compania evalueazd solvabilitatea si Increderea
potentialului client si efectueaza evaluarile de risc in
legatura cu cerintele de capital.

Executarea unui acord sau punerea in aplicare a
masurilor precontractuale, executarea unei obligatii
legale sau interesul legitim 1n gestionarea riscurilor.
Legea privind contractele de credit de consum

Compania prelucreaza datele cu caracter personal
pentru profilare si luare automata a deciziilor.

Executarea unui acord.

Obligatie legald: Respectarea cerintelor legale
pentru evaludrea capacitatii de plata,

Interes legitim: Cresterea eficientei, consecventei si
echitatii in procesele de evaluare a creditului si de
gestionare a riscurilor

Legea privind contractele de credit de consum

Compania va identifica potentialul client sau
reprezentantul acestuia si/sau la stabilirea relatiei
si/sau pe parcursul relatiei cu clientul pentru a
respecta cerintele privind combaterea spalarii
banilor si a finantdrii terorismului si principiile de
cunoastere a clientului, inclusiv pentru a identifica
beneficiarul (beneficiarii) real(i) al(i) ai creditului,
daca clientul sau beneficiarul (beneficiarii) real(i)
sunt persoane expuse politic, dacd clientul sau
beneficiarul (beneficiarii) real(i) ai creditului sunt
obiectul unor sanctiuni financiare.

Executarea unui contract sau punerea in aplicare a
masurilor precontractuale, executarea unei obligatii
legale sau interesul legitim in gestionarea riscurilor.

Legea privind prevenirea spalarii banilor si
finantarii terorismului

Compania intreprinde masuri pentru prevenirea
spalarii banilor si finantarii
indeplineste obligatiile care decurg din legislatia

terorismului  si

internationala si nationald in vigoare. Acest lucru
include  monitorizarea  tranzactiilor si a
comportamentului clientului in acest sens.

6.4 Executarea obligatiilor legale.

Legea privind prevenirea spadlarii banilor si
finantarii terorismului

Compania intreprinde actiuni pentru a reduce sau
preveni riscurile si daunele atat pentru clientii sai,
cat si pentru protejarea propriilor interese si
evitarera colecteazd dovezi ale
tranzactiilor comerciale sau ale altor comunicari

riscurilor,

comerciale.  Acest lucru  poate  include
supravegherea video in alte scopuri decat
verificarea  identitatii  clientilor, precum si

Consimtamantul clientului/potentialului client,
executarea unui acord sau punerea in aplicare a unor
madsuri precontractuale, executarea unei obligatii
legale sau interesul legitim de a preveni, restrictiona
si investiga utilizarea abuzivd sau ilegald a
serviciilor  si  produselor Companiei sau
intreruperile de serviciu, pentru a garanta calitatea

serviciilor.




inregistrari audio ale convorbirilor telefonice, chat
si online, sesiuni de chat in alte scopuri decat
furnizarea de servicii.

Compania permite accesul la, si utilizarea paginii
web.

Executarea unui acord sau punerea in aplicare a
unor masuri precontractuale sau interesul legitim de
a preveni accesul neautorizat la pagina web.

Compania dezvolta sistemele de comunicare

Interesul legitim in ceea ce priveste functionarea si
imbunatatirea sistemelor si mentinera acestora la
standartele cele mai inalte de functionare si
siguranta.

Compania efectueaza cercetari si analize statistice
privind cotele de piatd ale grupurilor de clienti,
produsele si serviciile, raportarea si gestionarea
riscurilor etc.

Interesul legitim de a imbunatati serviciile, de a
imbunatati experienta de utilizare care este oferita,
de a dezvolta noi servicii, de a gestiona riscurile sau
de a indeplini obligatiile legale.

Compania dezvolta serviciile existente si servicii
noi.

Interesul legitim de a perfectiona serviciile, de a
imbunatati experienta clientului si de a dezvolta noi
servicii.

Compania verificd si, daca este
imbunatateste sau actualizeaza datele personale
colectate, gestioneaza relatiile cu clientii, mentine
datele la zi si corecte prin verificarea si actualizarea

necesar,

datelor prin intermediul unor surse externe si interne
si, de asemenea, solicitd actualizarea datelor direct
de la clienti.

Executarea unui contract, punerea in aplicare a unor
masuri precontractuale indeplinirea unei
obligatii legale.

sau

Compania expediaza reclame si oferte, inclusiv

oferte personale, servicii ale

partenerilor si.

de produse si

Consimtamantul clientului sau interesul legitim de
a oferi servicii suplimentare.

Compania organizeaza concursuri $i campanii
pentru clienti.

Consimtamantul clientului sau interesul legitim de
a oferi servicii suplimentare.

Compania tinde de a intelege mai bine nevoile
consumatorilor (de exemplu, analiza vizitelor pe
site, sondaje de opinie etc.). Pentru obiectivele de
afaceri, cum ar fi analiza datelor, certificari,
dezvoltarea de noi modele, identificarea tendintelor
de navigare pe site-ul web sau Mylute, dezvoltarea
unui mediu personalizat pe site-ul web sau Mylute
prin introducerea de produse si oferte personalizate
pentru nevoile personale sau masurarea eficientei
campaniilor promotionale.

Consimtamantul clientului sau interesul legitim de
a perfectiona serviciile, de a imbunatati experienta
de utilizare care este oferitad, de a dezvolta noi
produse si servicii.

Compania foloseste cookie-uri pe site-ul web pentru
a imbunatati experienta utilizatorului, pentru a

Consimtamant: obligatoriu pentru module cookie
neesentiale, cum ar fi analize, marketing si
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9.2

activa functionalitdtile esentiale, pentru a analiza | personalizare. Utilizatorii pot furniza sau retrage
utilizarea site-ului si pentru a oferi continut si | Consimtamantul prin intermediul bannerului de
reclame personalizate. gestionare a cookie-urilor.

Interes legitim: asigura functionarea eficienta a site-
ului web, inclusiv functiile de securitate si
operatiunile de baza ale site-ului.

PRELUCRAREA PROFILURILOR SI DECIZIILE AUTOMATIZATE

De asemenea, Compania poate prelucra datele cu caracter personal pe baza analizei profilului si a procesului
decizional automatizat, care utilizeaza datele de profil (informatii personale, date privind solvabilitatea si date
privind identitatea economica). Prelucrarea este echitabila si transparenta si are loc fara discriminare intre
clienti, in temeiul incheierii/indeplinirii unui contract si al interesului legitim.

Compania utilizeaza analiza de profil si luarea automata a deciziilor deoarece acestea permit, potential, o mai
mare coerentd sau corectitudine in procesul decizional (de exemplu, prin reducerea potentialului de eroare
umana, discriminare sau abuz de putere), reducand riscul de neplata de catre clienti pentru bunuri sau servicii
(de exemplu, prin utilizarea unui rating de credit) sau permit de a lua decizii intr-o perioada mai scurta de
timp si imbunatatirea eficientei. De asemenea, este folositd analiza profilului si prelucrarea automatizata a
datelor pentru a expedia materiale de marketing direct si pentru a monitoriza tranzactiile in vederea prevenirii
fraudei.

Compania urmareste liniile directoare ale articolului 29 al Grupului de lucru pentru protectia datelor privind
luarea deciziilor individuale si crearea de profiluri pe baza prelucrarii automate, care este disponibil aici:
http://ec.europa.cu/newsroom/article29/document.cfm?doc_id=49826.

PRECOMPLETAREA CAMPURILOR

Este posibil precompletarea cAmpurilor cu datele de contact in canalele digitale disponibile si in alte sisteme
pentru a face serviciul mai convenabil. Campurile sunt precompletate, cu conditia ca datele cu caracter
personal s fi fost introduse 1n cAdmpurile de aplicatie ale canalelor digitale si ale altor sisteme, iar utilizatorul
sa fie deja client al Companiei. Cimpurile vor fi precompletate cu datele de contact pe care clientul le-a
furnizat la incheierea ultimului contract. Trebuie sd verificati intotdeauna dacé informatiile din campurile
precompletate sunt corecte.

Daca nu doriti ca cdmpurile de detalii de contact sa fie precompletate in Canalele digitale disponibile si alte
sisteme, puteti renunta la aceasta optiune. Contactati-ne prin datele noastre de contact pentru a face acest
lucru.

PRELUCRAREA DATELOR CU CARACTER PERSONAL iN MARKETING

Compania prelucreazi datele cu caracter personal in scopuri de marketing. In cazul in care o astfel de
prelucrare se bazeaza pe consimtdmantul clientului, acesta are dreptul de a retrage consimtamantul in orice
moment. In cazul in care o astfel de prelucrare nu se bazeazi pe un consimtimant, o astfel de prelucrare a
datelor poate fi refuzatd in orice moment. Pentru retragerea consimtimantului sau pentru a refuza
receptionarea materialelor de marketing, solicitarea in acest sens, poate fi expediatd la datele de contact ale
Companiei.

Informatiile generale despre serviciile prestate de Companie si informatiile introductive sau suplimentare sau
notificarile privind modificarile termenilor si conditiilor sau ale listei de preturi, sau informatiile legate de
executarea unui contract incheiat (de exemplu, notificarile privind termenele de plata, datoriile, rezolutiunea
contractelor etc.) nu sunt considerate marketing.


http://ec.europa.eu/newsroom/article29/document.cfm?doc_id=49826

10.
10.1

10.2

TRANSMITEREA DATELOR CU CARACTER PERSONAL CATRE TERTI
Compania va divulga gi/sau transmite datele dvs. cu caracter personal:

10.1.1. companiilor din cadrul Tute Grup pentru a: (1) a respecta cerintele de management si control al
riscurilor; (2) a organiza cercetari strategice si analize ale cotelor de piaté ale grupurilor de clienti, produselor
si serviciilor si alti indicatori financiari; (3) a respecta norme prudentiale efective, inclusiv cerinte de capital
si lichiditate; (4) a incheia si executa acorduri si sa va ofere informatii despre acordurile pe care le-ati incheiat
cu persoane apartinand aceluiasi Grup; (5) a respecta principiul creditarii responsabile; (6) a dezvolta si
implementa sistemele informationale ale intregului Grup; si (7) a implementa masuri de expertiza si prevenire
prevazute in legile de combatere a spalarii banilor si a finantarii terorismului; (8) a transmite informatii legate
de marketing;

10.1.2. persoanelor si organizatiilor care au legatura cu furnizarea serviciilor si cu executarea contractului
incheiat cu clientul (de exemplu, fidejusori, garanti, proprietari de garantii; intermediari de plati, institutii de
credit, organizatii internationale de carduri, furnizori de servicii de comunicare, IT si postale, furnizori de
servicii de call center);

10.1.3. catre Birourile Istoriilor de Creditde de la care se solicita informatii, in baza unei legi in vigoare sau
a unui contract in vigoare, pentru a pune in aplicare principiul creditarii responsabile, de asemenea pentru a
permite tertilor sa evalueze disciplina de plata si solvabilitatea. Informatiile despre disciplina de platd sunt
dezvaluite in Birourile Istoriilor de Credit, iar datele cu caracter personal transmise registratorului pot fi
prelucrate de toate persoanele care sunt membre ale unui astfel de registru sau care pot accesa un astfel de
registru din orice alt motiv;

10.1.4. catre registratorii diferitelor registre (de exemplu, registrele populatiei, registrele comerciale,
registrele de credit, registrele de trafic, ASP) carora le sunt transmise si de la care Compania solicitd datele
cu caracter personal pentru a verifica si garanta corectitudinea si integritatea datelor cu caracter personal sau
pentru punerea in aplicare a masurilor precontractuale sau pentru executarea unui contract incheiat cu clientul;

10.1.5. partilor terte care primesc datele cu caracter personal ca parte a serviciului solicitat de client;

10.1.6. in baza Consimtamantului dvs., cétre parteneri care prelucreaza datele personale in scopuri de
marketing;

10.1.7. furnizorilor de servicii carora le-a fost externalizat partial sau integral activitatile in termenii si
conditiile prevazute de legislatia in vigoare, cu conditia ca aceste persoane sa respecte cerintele
organizatorice, fizice si de tehnologie a informatiei stabilite in ceea ce priveste confidentialitatea si protectia
datelor cu caracter personal;

10.1.8. institutiilor de credit, creditorilor, furnizorilor de servicii de colectare a datoriilor si altor terti cu care
Compania poate purta negocieri in vederea transferului unui contract incheiat cu clientul sau a renuntarii la
creantele care decurg dintr-un astfel de acord;

10.1.9. catre noul creditor 1n cazul cesiunilor de creanta;

10.1.10 catre alte parti terte in cazul in care clientul nu respectd contractul semnat (de exemplu, furnizorul
serviciilor de colectare a datoriilor, instante, executori judecatoresti sau administratori de insolvabilitate).

In unele cazuri, Compania poate fi obligati sa dezvaluie si sa transmiti datele cu caracter personal a clientilor
sai, pentru Indeplinirea obligatiilor care decurg din legislatia in vigoare - Guvernului si altor organe, institutii
si departamente, companii de asigurari, brokeri de asigurari, banci si institutii in domeniul lor de competenta
si in conformitate cu prevederile Legii privind protectia datelor cu caracter personal a Republicii Moldova
precum si alte legi speciale (de exemplu, transmiterea datelor catre autoritdtile de aplicare a legii, notari,
executori judecatoresti, Inspectoratul Fiscal de Stat sau Comisia Nationald a Pietei Financiare).



11.

12.
12.1

12.2

12.3

TRANSFERUL DE DATE CATRE TARI DIN AFARA SPATIULUI ECONOMIC EUROPEAN

Compania prelucreaza datele cu caracter personal in Republica Moldova si in Spatiul Economic European
(SEE), dar pot exista cazuri in care datele cu caracter personal pot fi transmise catre tari din afara SEE, iar
acestea sunt prelucrate in tari din afara SEE. Transmiterea datele cu caracter personal se va face doar catre
tipul de tari terte sau teritorii (in afara SEE) in privinta carora Comisia Europeana a decis ca protectia datelor
este corespunzitoare. In cazul in care nu existi o astfel de decizie, transmiterea de date cu caracter personal
in afara SEE va avea loc numai daca protectia drepturilor clientilor este garantata si daca in tara sau teritoriul
respectiv sunt accesibile cdi eficiente de protectie a datelor. De asemenea, transmiterea prezentatd mai sus nu
se realizeaza fara un temei legal (de exemplu, indeplinirea unei obligatii legale sau consimtamantul clientilor).

MODALITATEA DE PROTECTIE A DATELOR CU CARACTER PERSONAL

Compania protejeaza datele cu caracter personal in strictd conformitate cu legislatia in vigoare a Republicii
Moldova si cu principiile directivelor-cadru ale Uniunii Europene privind protectia informatiilor si a datelor
cu caracter personal (inclusiv Regulamentul (UE) 2016/679).

Informatiile sunt stocate pe servere securizate sau pe serverele securizate ale subcontractantilor sau
partenerilor de afaceri (sau, in anumite cazuri, informatiile sunt stocate si pe suport de hartie, sub rezerva
masurilor de protectie necesare). Informatiile sunt disponibile si utilizate In conformitate cu politicile si
standardele de securitate (sau cu cele ale subcontractantilor sau partenerilor de afaceri), intotdeauna in
conformitate cu legislatia in vigoare si cu masurile de protectie necesare.

Desi Compania nu poate garanta ca transmiterea de date pe internet, pe site-ul web sau pe Mylute este lipsita
de riscul de atacuri cibernetice, impreund cu partenerii de afaceri depune eforturi pentru a mentine masurile
de protectie fizica, personala si documentara si de protectie a sistemelor informatice automatizate in ceea ce
priveste protectia datelor, in conformitate cu legislatia in vigoare. De exemplu, se aplicd urmatoarele masuri:

12.3.1 acces strict limitat al angajatilor si subcontractantilor la datelecu caracter personal, oferit numai in
functie de necesitate si pentru a atinge scopurile pentru care sunt prelucrate;

12.3.2 datele cu caracter personal sunt stocate electronic in baze de date sau in dosare protejate prin parole
sau cu diferite grade de autorizare; se realizeaza monitorizarea si protectia impotriva virusilor; se creeaza
copii de sigurantd in scopul recuperdrii; sistemele stocheaza, de asemenea, jurnalele de istoric ale
operatiunilor cu documente;

12.3.3 la sediile Operatorilor, unde se efectucaza prelucrarea datelor cu caracter personal, se realizeaza
securitatea tehnica (prin echipamente de alarma si de securitate si supraveghere video); protectia impotriva
incendiilor; au fost introduse proceduri de control al accesului fizic;

12.3.4 personalul Companiei care prelucreaza date cu caracter personal este familiarizat cu cerintele
legislatiei in vigoare, cu politicile Companiei, cu riscurile existente si cu scenariile de aparitie a acestora;

12.3.5 Sistemele informatice de prelucrare a datelor se bazeazi pe software testat in mod regulat. in scopul
trasabilitatii complete si al rdspunsului in timp util, Inregistrarile cu informatii despre fiecare acces si
operatiunile efectuate in legatura cu Datele cu caracter personal sunt pastrate de catre Operator. Arhivarea
inregistrarilor este complet automatizata si este parte integrantd a procesarii datelor. Operatorul, prin reguli
interne explicite, a stabilit masuri tehnice si organizatorice pentru colectarea, prelucrarea si stocarea datelor
cu caracter personal ale clientilor sdi constand in reguli si proceduri, precum si reguli stricte de monitorizare
a conformitatii acestora, monitorizarea mentionatd asigurand cea mai cuprinzatoare protectie impotriva
accesului nedorit;

12.3.6 a fost, de asemenea, avuta 1n vedere protectia datelor in temeiul acordurilor cu procesatorii terti de
date care actioneaza in numele Operatorului;



12.3.7 Atunci cand este furnizatd o parola care oferd acces la anumite parti ale site-ului web sau la un alt
portal sau serviciu gestionat de Companie, clientul este responsabil pentru pastrarea confidentialitatii
parolei respective si pentru respectarea oricéror alte proceduri de securitate. Va rugam sa nu impartasiti
nimanui parola dvs.

13. DURATA DE STOCARE A DATELOR DVS. CU CARACTER PERSONAL

13.1. Compania prelucreaza datele cu caracter personal atat timp cat este necesar pentru realizarea scopurilor
de prelucrare a datelor sau pentru indeplinirea obligatiilor care decurg din legislatia in vigoare. Perioada de
pastrare a datelor cu caracter personal se bazeaza pe acordul incheiat cu clientul, pe interesul legitim si/sau
pe legea aplicabila. in cazul in care datele sunt prelucrate in mai multe scopuri, vor fi stocate pani la atingerea
scopului cu o perioada de prelucrare mai lunga.

13.2 Compania a restrictionat accesul la datele dvs la acele parti care trebuie sa le prelucreze in scopul
relevant.

13.3 In anumite circumstante, putem pastra datele cu caracter personal pentru perioade mai lungi de timp,
pentru a avea o evidenta exactd a relatiilor cu clientii In cazul unor plangeri sau litigii sau daca existd motive
intemeiate sd credem ca existd posibilitatea unui litigiu in vederea caruia datele cu caracter personal vor fi
necesare.

13.4 Perioadele de stocare se bazeazad pe necesitatile comerciale si in conformitate cu legislatia In vigoare.
Datele cu caracter personal care nu mai sunt necesare vor fi pseudonimizate sau depersonalizate sau
sterse/distruse.

14 COOKIES
14.1 Prelucrarea cookie-urilor:

Cookie-urile sunt fisiere text, de mici dimensiuni, pe care unele site-uri web le stocheazd pe computerul sau
pe dispozitivul utilizatorului mobil atunci cand viziteaza pagina respectiva. Acestea permit unui site web sa
retind actiunile si setarile utilizatorului (cum ar fi autentificarea, limba, dimensiunea fontului si alte setari de
pe ecran), astfel Incat sa nu trebuiasca s introduca setarile de fiecare datd cand viziteaza pagina respectiva
sau cand navigheaza pe diferite pagini.

14.1.1 Cookie-urile si gestionarea consimtimantului

Website-ul Companiei poate utiliza cookie-uri pentru a imbunatati experienta utilizatorului. Browserul de
internet stocheaza cookie-uri pe divise-ul utilizat cu scopul de a stoca date privind vizitele pe pagini.
Utilizatorul poate refuza cookie-urile in setarile browserului online sau sa primeasca un avertisment de fiecare
data cand sunt trimise cookie-uri. Daca este selectatd aceasta optiune, este posibil ca unele parti ale site-ului
sa nu functioneze asa cum este prevazut.

in plus, site-urile web ale companiei si aplicatia Mylute implementeaza bannere cookie si optiuni de
Consimtamant, permitand utilizatorilor sa-si gestioneze preferintele. Cookie-urile neesentiale (de exemplu,
analize, marketing) necesitd Consimtadmant explicit si pot fi modificate prin intermediul bannerului sau
setarilor din aplicatie

14.1.2 Cookie-uri de analiza si marketing ale tertilor
(a) Cookie-uri de analiza
(b) Google Analytics

Compania foloseste cookie-uri de pe platforma Google Analytics pentru a colecta statistici anonime despre
demografie si interese. Aceste rapoarte mai degraba aduna date decat sa identifice utilizatori individuali,



ajutandu-ne sd optimizam continutul de pe site-ul nostru si sd credm anunturi directionate pentru anumite
grupuri. Vizitatorii pot dezactiva Google Analytics de la afisarea de anunturi si anunturi personalizate in
Reteaua de display Google.

Cookie-urile Google Analytics ne permit sd colectdim informatii anonime despre comportamentul
utilizatorilor pe site-ul nostru. Informatiile colectate nu contin date personale si sunt transmise si stocate pe
software-ul Google in conformitate cu politica de confidentialitate a Google.

14.1.3 Cookie-uri de remarketing si publicitate
(a) Platforma de remarketing Google AdWords

Compania utilizeaza cookie-uri pentru publicitatea online pe platforma de remarketing Google AdWords.
Aceasta include utilizarea unor terte parti, inclusiv Google, pentru a arata reclame dupa ce utilizatorul a vizitat
site-ul. Aceste cookie-uri ne permit sa va afisam reclame dupa ce ne vizitati site-ul, fie in Cautarea Google
sau in Reteaua de display Google. De asemenea, ne ajutd sd analizam eficienta afisarilor, a interactiunilor
publicitare si a vizitelor asociate pe site Puteti ajusta setarile de afisare a anunturilor Google prin intermediul
Contului dvs. Google.

(b) Platforma de remarketing AdForm

Folosim module cookie AdForm pentru publicitate online, ceea ce ne permite sd va aratdm anunturi
directionate in Reteaua de display AdForm dupa ce accesasi site-ul. Aceste module cookie ne ajutd sa
analizim impactul afigarilor, al interactiunilor cu publicitatea si al comportamentului utilizatorilor. Puteti
gestiona preferintele pentru anunturi AdForm prin setarile lor de confidentialitate.

(c) Platforma de marketing si remarketing Facebook

Compania utilizeaza platforma de marketing si remarketing Facebook. Aceste module cookie ne permit noua
si furnizorilor terti, inclusiv Facebook, sd va afisam reclame dupd ce vizitati sau interactionati cu site-ul
nostru. Reclamele pot aparea pe platforma Facebook, iar cookie-urile sunt folosite pentru a analiza
interactiunile cu reclamele pentru a imbunatati relevanta acestora.

14.1.4 Cookie-uri de implicare si utilizare
(a) Microsoft Clarity

Utilizam Microsoft Clarity pe site-ul nostru web pentru a analiza comportamentul utilizatorilor gi pentru a
imbunatati gradul de utilizare al site-ului nostru. Microsoft Clarity seteazd module cookie primare pentru a
colecta date de sesiune, pentru a lega mai multe vizualizari de pagina intr-o singura inregistrare a sesiunii $i
pentru a identifica vizitatorii pentru prima data. Aceste cookie-uri ne ajutd sa intelegem mai bine modul in
care utilizatorii interactioneaza cu site-ul nostru web.

Daci cookie-urile sunt dezactivate in browserul dvs., Clarity atribuie un ID unic fiecarei vizualizari de pagina,
ceea ce poate limita capacitatea acesteia de a lega vizualizarile de pagina intr-o singurd sesiune. Cookie-urile
Microsoft Clarity nu colecteaza informatii de identificare personala si sunt utilizate exclusiv pentru analiza
performantei si imbunatatirea gradului de utilizare.

(b) OptinMonster

Site-ul nostru web utilizeazd module cookie OptinMonster pentru a spori implicarea utilizatorilor si pentru a
oferi campanii de marketing personalizate. Aceste module cookie urmaresc interactiunile utilizatorilor cu
ferestre pop-up, formulare si alte instrumente de pe site, pentru a furniza continut personalizat, pentru a evita
campaniile repetitive si pentru a se asigura ca mesajele sunt aliniate cu preferintele utilizatorului. Desi aceste
cookie-uri colecteazd date comportamentale anonimizate pentru a imbunatati relevanta si sincronizarea



mesajelor promotionale, ele nu colecteazd informatii de identificare personald decét daca sunt furnizate in
mod voluntar de catre utilizator (de exemplu, prin trimiterea formularelor).

(c) Utilizam Hotjar in aplicatia Mylute pentru a analiza comportamentul utilizatorilor si pentru a Imbunatati
functionalitatea aplicatiei, precum si experienta generald a utilizatorilor. Hotjar colecteazd date agregate privind
utilizarea aplicatiei prin intermediul tehnologiilor de monitorizare integrate, in scopul intelegerii modului in care
utilizatorii interactioneaza cu interfata aplicatiei, inclusiv atingeri, gesturi, comportament de derulare si fluxuri de
navigare. Informatiile colectate sunt utilizate pentru identificarea eventualelor probleme de utilizabilitate, analizarea

tendintelor de utilizare si optimizarea performantei aplicatiei.

Hotjar este utilizat pentru recunoasterea utilizatorilor Intre sesiunile aplicatiei, pentru diferentierea utilizatorilor noi de
cei existenti si pentru asigurarea afisarii corespunzatoare a instrumentelor de feedback din aplicatie. Datele colectate
sunt anonimizate si nu permit identificarea directd a utilizatorilor. Hotjar nu colecteaza date cu caracter personal
identificabile, cu exceptia cazului in care astfel de informatii sunt furnizate in mod voluntar de catre utilizatori (de

exemplu, prin completarea formularelor de feedback).

14.2.1 Optiunea de remarketing poate fi dezactivata vizitdnd linkurile de mai jos:

(a) Pentru Google: https://support.google.com/google-
ads/answer/2375362?co=ADWORDS.IsAWNCustomer%3Dfalse&hl=en

(b) Pentru Facebook: https://www.facebook.com/ads/website _custom_audiences /

(c) Pentru AdForm: https://site.adform.com/privacy-center/platform-privacy/opt-out/

14.3 Gestionarea si stergerea cookie-urilor:

14.3.1 Cookie-urile pot fi acceptate sau refuzate prin modificarea setarilor browserului. In cazul in care
cookie-urile sunt dezactivate, este posibil sd nu poata fi utilizate toate caracteristicile interactive ale site-ului.

14.3.2 Majoritatea browserelor actuale permit controlul cookie-urile prin intermediul setarilor salvate ale
browserului.

14.4 Cookies ne ajuta
14.4.1 Pentru a face site-ul nostru sa functioneze conform asteptarilor dvs.;
14.4.2 Pentru a retine setarile Dvs. in timpul vizitelor;
14.4.3 Pentru a imbunatati in mod constant site-ul nostru web pentru dvs.;
14.4.4  Pentru a ne imbunatati eficienta publicitatii.

14.5 Compania nu foloseste cookie-uri pentru:

14.5.1 colectarea de date personale identificabile - va solicita intotdeauna consimtamintul expres al
utilizatorilor daca se va dorim vreodata colectarea acestui tip de informatii;

14.5.2  colectarea datelor personale sensibile fara consimtamantul expres al utilizatorului.
14.6 Utilizarea cookie-urilor se incadreaza in mai multe categorii:

14.6.1 Cookie-uri pentru functiile esentiale ale site-ului si aplicatiei:


https://support.google.com/google-ads/answer/2375362?co=ADWORDS.IsAWNCustomer%3Dfalse&hl=en
https://support.google.com/google-ads/answer/2375362?co=ADWORDS.IsAWNCustomer%3Dfalse&hl=en
https://www.facebook.com/ads/website_custom_audiences
https://site.adform.com/privacy-center/platform-privacy/opt-out/

Folosim cookie-uri esentiale pentru a asigura functionalitatea de bazd a site-ului nostru web si a aplicatiei
Mylute. Aceste cookie-uri sunt necesare pentru functionarea corectd a serviciilor noastre si permit functii
critice, cum ar fi autentificarea securizata, navigarea intre pagini si amintirea preferintelor dvs in timpul unei
sesiuni.

De exemplu:

* Cookie-urile esentiale va mentin conectat in sigurantd pe masura ce navigati prin diferite sectiuni ale site-
ului sau aplicatiei, prevenind nevoia de a reintroduce datele de conectare pentru fiecare pagina.

* Ele ajutd la mentinerea stabilitatii si securitatii site-ului, asigurandu-se ca acesta functioneaza optim pe
dispozitive si browsere.

* Anumite preferinte sau selectii (de exemplu, limba sau regiune) sunt stocate temporar pentru a va imbunatati
experienta de navigare in timpul sesiunii.

* Aceste cookie-uri nu colecteaza informatii personale in scopuri de marketing si sunt sterse automat odata
ce va deconectati sau inchideti browserul sau sesiunea aplicatiei.

14.6.2. Cookie-uri analitice:

Programele analitice utilizeaza cookie-uri pentru a colecta date statistice care ajutd/contribuie la imbunatatirea
site-ului. Cu exceptia cazului in care utilizatorul furnizeazd informatii explicite prin completarea unui
formular sau prin telefon, toate datele colectate de programele analitice sunt stocate in mod anonim si vor fi
vazute doar valori generale si nu date individuale specifice.

Exemplele includ:

e Cum a ajuns utilizatorul pe site-ul companiei (de exemplu, de la un motor de cautare, publicitate
etc.);

e Actiunile pe care sunt efectuate pe site-ul web, cum ar fi numarul de pagini vizualizate, timpul
petrecut pe o pagind, pe ce pagind au parasit vizitatorii site-ul;

e Catde des revin utilizatorii pe site;
e Tehnologia utilizata de vizitatori (de exemplu, browserul, sistemul de operare, dispozitivul etc.).

14.7 Pentru a afla mai multe despre cookie-uri in general si despre cum pot fi gestionate, poate fi accesata
pagina www.aboutcookies.org.

15. DREPTURILE PRIVIND PROTECTIA DATELOR CU CARACTER PERSONAL
15.1 Subiectii datelor cu caracter personal dispun de drepturi cu privire la datele, cum ar fi dreptul de a:
e solicita sa i se furnizeze detalii suplimentare cu privire la modul in care sunt utilizate datele;
e solicitasd i se dea acces la datele personale si sa i se furnizeze o copie a acestora;

e primi datele cu caracter personal care ii privesc si pe care le-au furnizat intr-un format structurat,
utilizat pe scara larga si care poate fi citit automat si - in cazul in care este posibil din punct de vedere
tehnic - sa fie transferate catre un alt operator fard impedimente, daca prelucrarea datelor se bazeaza
pe consimtamantul exprimat;

e solicita actualizarea oricdrei inexactitati in datele care sunt stocate;

e solicita stergerea sau depersonalizarea tuturor datelor care privesc subiectul de date si pentru care
nu mai exista un temei juridic de a le prelucra;



e atunci cand prelucrarea se bazeaza pe consimtamant si in legatura cu marketingul direct, de a retrage

consimtadmantul pentru a opri din acel moment prelucrarea respectiva;

e va opune oricarei prelucrari in scopul luarii deciziilor individuale automatizate (inclusiv crearea de

profiluri) atunci cand va afecteazd in mod semnificativ, in timp ce aveti posibilitatea de a va exercita
dreptul de a solicita interventia umana din partea operatorului, dreptul de a va exprima opiniile si de
a contesta decizia;

e solicita limitarea prelucrarii datelor, de exemplu, in timp ce se investigheaza o plangere.

15.2 Procedura de exercitare a drepturilor:

15.2.1

15.2.2

15.2.3

15.24

15.2.5

15.2.6

Subiectul de date cu caracter personal poate depune o cerere de exercitare a drepturilor
sdu la persoana de contact in unul dintre urmatoarele moduri: pe site, prin posta (inclusiv
prin e-mail), telefon sau fax.

Fiecare dintre cererile, demersurile sau solicitarile depuse este acceptatd cu un numar de
intrare, este analizata, va fi verificata identitatea si dreptul care urmeaza a fi exercitat si
drept urmare va fi eliberat un raspuns in termen de o luna de la receptie. in cazuri mai
complexe sau in timpul receptiei a numeroase cereri, aceasta perioada poate fi prelungita
cu inci doui luni, fapt care va fi comunicat. In cazul in care existd motive de respingere
a cererii, acestea vor fi indicate solicitantului intr-un raspuns scris.

Exercitarea acestor drepturi este supusd anumitor exceptii, de exemplu, atunci cand
trebuie protejat interesul public (de exemplu, in prevenirea sau detectarea infractiunilor),
sau interesele companiei sau drepturile si libertdtile altor subiecti.

In cazul existentei intrebarilor cu privire la prelucrarea datelor cu caracter personal.,
compania poate fi contactati, prin intermediul reprezentantilor sii, la adresele de
contact previzute la punctul 1 de mai sus (de luni pana vineri intre orele 09:00 si
18:00).

Daca nu sunteti de acord cu raspunsul nostru initial la cererea dvs., puteti solicita o
revizuire internd prin escaladarea cazului in cadrul organizatiei noastre. Ofiterul nostru
cu protectia datelor va va reevalua petitia Tnainte de a lua orice alta actiune.

dacd subiectul de date cu caracter personal, nu a primit raspuns la solicitarea sa, In
exercitarea acestor drepturi, poate depune o plangere la centrul national pentru
protectia datelor cu caracter personal la adresa: mun. chisindu, str. s. lazo, 48,
pagina web: centru@datepersonale.md. Va rugam sa incercati sa rezolvati problema
cu Compania in prealabil, desi aveti dreptul de a contacta Comisia pentru Protectia
Datelor cu Caracter Personal in orice moment.

16. MODIFICAREA DATELOR CU CARACTER PERSONAL SI INCETAREA
PRELUCRARII DATELOR CU CARACTER PERSONAL

16.1 Subiectii de date cu caracter personal sunt Indemnati sd informeze
compania imediat cu privire la orice modificari si incorectitudini in datele cu caracter
personal care au fost transmise. La cererea companiei, va fi prezentat un document care
sd confirme modificarile aduse datelor cu caracter personal (de exemplu, certificat de
schimbare a numelui).

16.2 Compania se angajeaza intreprinda toate actiunile posibile pentru a verifica in mod
regulat dacd datele cu caracter personal sunt complete si corecte.


mailto:centru@datepersonale.md

17 ACTUALIZAREA POLITICII

Periodic aceasta politicd poate fi actualizatda. Modificarile aduse acestei Politici vor intra in vigoare in
momentul in care Politica revizuita este publicatd pe pagina web, iar o notificare de actualizare va fi postata
pe pagina web. NotificaAm actualizarile acestei politici exclusiv prin intermediul site-ului nostru web si al
aplicatiei Mylute. Utilizatorii sunt incurajati sa examineze in mod regulat aceste platforme pentru cele mai
recente informatii de confidentialitate.

IUTE CREDIT
ORGANIZATIE DE CREDITARE NEBANCARA



